附件3
2023年自治区政务服务专用信息化系统安全管理测评评分标准


	类别
	评分因素
	分数
	评分标准

	商务评议（35分）
	企业资质
	5
	1、供应商具有认证范围包含等级保护测评的ISO9001质量管理认证体系证书，得0.6分。
2、供应商具有认证范围包含等级保护测评的的ISO2000信息技术服务管理体系认证证书，得0.6分。
3、供应商具有认证范围包含等级保护测评的ISO27001信息安全管理体系认证证书，得0.6分。
4、供应商具有认证范围包含等级保护测评的ISO14001环境管理体系认证证书，得0.5分。
5、供应商具有认证范围包含等级保护测评的ISO45001职业健康安全管理体系认证证书，得0.6分。
6、供应商具有CCRC信息安全服务资质认证证书信息安全应急处理服务资质的，得0.5分。
7、供应商具有CCRC信息安全服务资质认证证书信息安全风险评估服务资质的，得0.5分。
8、供应商具有高新技术企业证书的，得1分。

	
	测评经验
	5
	供应商自开日起近3年内签订的同类项目案例（需提供中标通知书或合同复印件关键页），每提供一个案例得1分，最多得5分。

	
	技术支撑
	5
	供应商曾担任过省部级（包含自治区、直辖市）及以上活动的网络安全保卫工作，提供主办方出具的证明，得5分。

	
	攻防实力
	10
	供应商具有全国网络安全等级测评机构网络安全攻防大赛获奖证书，提供得5分，否则不得分。（提供证书复印件加盖公章）

	
	
	
	供应商具有在市级及以上网络攻防演习中取得获奖证书的，每提供一份得1分，最高得5分；未提供不得分。（提供证书复印件并加盖公章）

	
	漏洞挖掘能力
	5
	[bookmark: _GoBack]供应商提供国家信息安全漏洞共享平台（CNVD）出具的《原创漏洞证明》，每提供2个证明得1分，最高得5分。（提供证书复印件加盖公章）

	
	应急响应能力
	5
	供应商能提供7*24小时服务热线支持电话，并提供开通证明材料，得5分；否则不得分。

	技术部分（45分）
	整体技术方案
	10
	供应商提供详细的测评方案包括：整体实施方案、测评流程、测评范围、工具使用、测试过程中需使用测试设备清单、时间安排、阶段性文档提交等。提供方案内容完整合理得7-10分；较为合理得4-6分；不够合理、存在明显缺陷的方案得0-3分。

	
	项目实施进度安排
	5
	在响应文件中提供了相应项目实施进度安排方案、项目实施周期满足项目要求的得5分，否则不得分。

	
	质量管理方案
	5
	在响应文件中提出了明确的测评服务质量要求，测评工作效率和工作质量有保障，质量控制措施合理可靠、切实可行。满足的得5分，否则不得分。

	
	文档管理措施
	5
	根据项目实际，详细列举文档管理的内容，文档管理措施具体，满足项目建设和使用管理需要。满足的得5分，否则不得分。

	
	项目人员资质
	20
	项目组人员具有下证书的每项的4分，总分20分
1、DJCP网络安全等级测评师证书（高级)；
2、CISP注册信息系统安全专业人员证书；
3、NSATP-A国家网络安全应用检测专业测评人员证书；
4、CISAW信息安全保障人员认证证书（风险管理）；
5、CCSC国家互联网应急中心颁发的网络安全能力认证证书，认证级别II级。


	价格评议
（20分）
	总报价
	20
	评标委员会只对符合性审查合格的投标文件进行价格评议，报价分采用低价优先法计算，即满足招标文件要求且投标价格（落实政府采购政策进行价格调整的，以调整后的价格计算）最低的投标报价为评标基准价，其报价分为满分。其他投标人的报价分按照下列公式计算：报价分=(评标基准价／投标报价)×20分

	成交候选推荐原则
	评审小组将根据得分由高到低排列次序（总得分相同时，依次按最终报价低优先、技术分高优先、商务分高优先的顺序排列）推荐综合排名第一名的供应商为成交候选供应商。排名第一的成交候选人放弃成交、因不可抗力提出不能履行合同，采购单位可以确定排名第二的成交候选人为成交人，以此类推。采购人也可以重新组织采购。
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